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Introduction
°

All exercises will follow this general schedule

Identify potential understanding problems
— Ask your questions
— Recap of the lecture

Address the understanding problems
— Answer your questions
— Repeat certain topics

Walk through the exercises/solutions — Some hints and guidance
— Work time or presentation of results



Recap of the Lecture
©0000000

You have seen ...

the and of TCP
how works in TCP

what is

which for TCP exist

how a TCP connection is implemented with
what is



Recap of the Lecture
0®000000

You have seen ...
the and of UDP

that UDP is much compared to TCP and allows for
communication

how a UDP server and client is implemented with



Recap of the Lecture
00@00000

You have seen ...
as another transport layer protocol
to be used for real-time applications

as the newest relevant transport layer protocol to deal with
shortcomings of TCP for web traffic



Recap of the Lecture
000@0000

You have seen ...

as an essential protocol to translate between and
the for domain names
that every is part of a tree

that this tree is composed below the

what a is and which type it can have



Recap of the Lecture
00008000

You have seen ...

and as simple examples for remote access to a host
over the Internet

that the client may serve as a debugging tool

how represents very popular and alternative for remote
access

that SSH can be used to traffic through



Recap of the Lecture
00000800

You have seen ...
as the basis for the
that HTTP messages are composed of a and a
different types of HTTP and

how an HTTP request can look like
the differences from to



Recap of the Lecture
00000000

You have seen ...

what a and a are
that an every email consists of an , a ,and a

, , and as the central protocols for email exchange
how email suffers from various issues like or

more modern protocols and extensions to email to improve the
of the system

how a SMTP communication looks like
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00000008

You have seen ...
as a very relevant for loT applications
as a secure protocol for
as a lightweight alternative to HTTP for
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Why?

CoAP is an application layer protocol designed to be used on top of
UDP. However, it specifies certain features one would rather expect
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Explain the differences between TCP and UDP.
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is 64 kB

Congestion
Avoidance
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establishment of a TCP

connection. Complete the \
information in the table for @
TCP messages 2 and 3 according /

to TCP messages 1. @ \

\ 4 \ 4
Message | ACK | SYN | FIN | Payload length | Seq number | ACK number
1 0 1 0 0 500
2 1000
3
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ACK=0 SYN=0 FIN=1 Seq=2000 Ack=3000
The diagram shows the \
termination of a TCP @
connection. Complete the table. /

\ 4 \ 4
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An application generates 40 bytes payload which is first packed into a single
TCP segment, and then packed into a single IP packet. What is the
percentage of header data in the IP packet and what is the percentage of
application generated payload?

Header data (protocol overhead) of TCP and IP

20 Bytes 20 Bytes 40 Bytes

IP packet of the Network Layer

IP header | TCP header Data of the application layer (message)

TCP segment of the Transport Layer
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